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*** next change ***
Annex J (normative):
IMS emergency services using WLAN access to EPC

J.1
General

This annex includes additional clarifications when the IP-CAN corresponds to a WLAN access to EPC.

In this Release of the specifications, for UE detected emergency sessions:

-
Emergency sessions are only supported over WLAN access to EPC in following case:

-
Since emergency sessions over WLAN access to EPC support a limited set of features then the UE shall issue an Emergency session over WLAN access to EPC only when it has failed or has not been able to use 3GPP access to set up an emergency sesssion,

-
The UE has sufficient credentials to access EPC

-
To support emergency sessions over WLAN access to EPC, only EPC procedures for Untrusted WLAN access to EPC (S2b) are defined

-
An ePDG and a PDN GW in the home PLMN are used.

NOTE:
This means that a P-CSCF in the Home PLMN is always used for Emergency session over WLAN access to EPC. In this Release of the specification, no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming.

-
The IMS entities may not be able to get a network provided caller's location.

Further details on the procedures defined for WLAN access to EPC support of support emergency sessions are defined in TS 23.402 [29].

J.2
UE specific behaviour

For the specific case where the UE has selected to make an emergency call over WLAN access to EPC (hence the UE has detected that the target URI or dialled digits correspond to an emergency sessions), the UE shall use the following procedures:

NOTE :
How the UE detects that the target URI or that the dialled digits correspond to an emergency call is not defined in this release. As an example, the UE may use the list of emergency call numbers it last received over 3GPP access.
-
A UE shall establish an emergency PDN connection over WLAN and shall perform an IMS emergency registration before sending an IMS emergency session request.

-
The UE shall include any available location information in the IMS emergency session request. This is further detailed in TS 23.228 [1].

-
For the media supported during IMS emergency sessions, media codec and format support is specified in TS 26.114 [34].

A UE shall not establish an emergency PDN connection over WLAN if the UE initiated a normal (i.e. non-emergency) session and is subsequently informed by the network that the ongoing session is accepted by the network even though it is an emergency session.

J.3
High Level Procedures for IMS emergency calls

For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when EPC access over WLAN is used:

-
the IP-CAN bearer resource is a PDN connection dedicated for emergency services. The TS 23.402 [29] describes how to indicate that a PDN connection request is for emergency;

-
For registration requests received from an emergency PDN connection, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.

NOTE 1:
When the IMS network detects that the UE is establishing an emergency session over WLAN access to EPC while the UE is not in its Home country, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session

For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when WLAN access to EPC is used:

-
The P-CSCF may reject the session initiation request with an indication that this is an emergency session or may allows the session initiation request to continue.

The following flow contains a high level description of the emergency service procedures performed over WLAN access to EPC when the UE can detect that an emergency PDN connection is being needed. This flow provides details (or references) related with WLAN access to EPC on top of the general procedure described in clause 7.1.
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Figure J.3: Terminal Detected Emergency Calls (Un trusted WLAN access to EPC)

The following steps are performed:

1.
Same as step 1 of Figure 7.1

2.
The UE releases any PDN connection it may have over untrusted access to EPC.

3.
Void.

4.
As described in TS 23.402 [29], the UE selects an ePDG for emergency services and sets-up a PDN connection for emergency services. The UE is assigned an IP address at this stage.

NOTE 2:
No specific WLAN AP selection is carried out to support emergency services.

5.
Same as step 5 of Figure 7.1.

6.
Same as step 6 of Figure 7.1.

7.
Same as step 7 of Figure 7.1.

J.4
Location handling

When a UE performs an emergency registration or initiates an emergency session over WLAN access to EPC the UE provides location information that is further defined in TS 23.228 [1].
UE location information maybe derived based on its own implementation-specific means (e.g. by using its GPS receiver) or retrieved from a WLAN AP via Access Network Query Protocol (ANQP), by requesting the Civil Location and/or Geospatial Location ANQP elements (see IEEE Std 802.11-2012 [42]). 
If the UE needs to determine the country it is located in, it may use the Country information that the associated WLAN AP if supported by the AP.

NOTE: 
WLAN AP, if supported (see IEEE Std 802.11-2012 [42]), includes country information in the beacon frames. This is transmitted by all HS2.0 compliant AP. The country information can be utilized by the UE during emergency procedures over WLAN, e.g. for ePDG selection.
If the operator policy requires network provided location using PCC-based solutions for the UE location, the P-CSCF may retrieve location information from the access network as defined in TS 23.203 [20] and includes it in the emergency session request, as described in TS 23.228 [1].

*** End of change ***
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